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QUESTION 1

Which application is used for the central management and deployment of licenses and packages?

A. SmartProvisioning

B. SmartLicense

C. SmartUpdate

D. Deployment Agent

Correct Answer: C

SmartUpdate is the application that is used for the central management and deployment of licenses and packages.
SmartUpdate allows administrators to manage licenses, software updates, and hotfixes for multiple Security Gateways
and cluster members from one central location. SmartProvisioning is an application that enables centralized

management of network devices. SmartLicense is a feature that simplifies license management by using a cloud-based
portal. Deployment Agent is a component that enables automatic deployment of software packages.

QUESTION 2

Which of the following technologies extracts detailed information from packets and stores that information in state
tables?

A. INSPECT Engine

B. Next-Generation Firewall
C. Packet Filtering

D. Application Layer Firewall
Correct Answer: B

The INSPECT Engine is a technology that extracts detailed information from packets and stores that information in state
tables. It enables stateful inspection and application layer filtering References: INSPECT Engine, Stateful Inspection

QUESTION 3

Which of the following situations would not require a new license to be generated and installed?
A. The Security Gateway is upgraded.

B. The existing license expires.

C. The license is upgraded.

D. The IP address of the Security Management or Security Gateway has changed.

Correct Answer: A
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Upgrading the Security Gateway does not require a new license to be generated and installed. The license is tied to the
IP address or hostname of the Security Gateway, not the software version. However, if the IP address or hostname
changes, the existing license expires, or the license is upgraded, a new license must be generated and installed

References: Check Point R81, Managing and Installing license via SmartUpdate

QUESTION 4

Which of the following commands is used to monitor cluster members in CLI?

A. show cluster state

B. show active cluster

C. show clusters

D. show running cluster

Correct Answer: A

The command show cluster state is used to monitor cluster members in CLI. It displays information such as the cluster

mode, the cluster members, their status, their priority, and their interfaces.References: [ClusterXL Administration Guide],
[Check Point CLI Reference Card]

QUESTION 5

Which of the following cannot be configured in an Access Role Object?

A. Networks

B. Users

C. Time

D. Machines

Correct Answer: C

The following cannot be configured in an Access Role Object: Time. An Access Role Object is a way to define a group
of users based on four criteria: Networks, Users, Machines, and Locations. Networks are IP addresses or network
objects that represent the source or destination of the traffic. Users are user accounts or user groups from an identity
source such as LDAP or RADIUS. Machines are endpoints that are identified by MAC addresses or certificates.

Locations are geographical regions based on IP addresses. References: Check Point R81 Firewall Administration
Guide, Check Point R81 Identity Awareness Administration Guide
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